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THE INTERNET IS AN
INCREDIBLE PLACE!!!



THE INTERNET: AKA

•CYBERSPACE
•THE WEB
•THE NET
•THE INFORMATION HIGHWAY
•THE WORLD WIDE WEB



THE INTERNET IS AN
INCREDIBLE PLACE!!!

● Looking up information on the internet is called 
browsing because you use a browser.

● See how we have found 10 facts about The 
Romans in 35 seconds!

● Some people call it “surfing”



THE INTERNET IS AN
INCREDIBLE PLACE!!!





Online safety is being aware of any potential dangers you could come 
across when being whilst using the Internet
This applies to all electronic devices such as Ipads, chromebooks, 
laptops, computers, mobile phones, Smart TV’s, tablets, consoles etc. 

At Oakmere, we have a legal duty of care to try to protect 
pupils, not just from online predators, but also from other online 
risks such as cyber-bullying, fraud and pornography. We 
ensure our online procedures keep children safe. We teach the 
children about online safety inside and outside school. In 
addition, we monitor internet use and rely on the Senso filtering 
system to block certain sites, but censorship alone isn’t 
enough. We need your help parents, you MUST keep your 
children safe online and ensure they are monitored at ALL 
times!

What is Online Safety?

How important is it?



The 4 C’s of Online Safety



Statistics



https://www.ofcom.org.uk/__data/assets/pdf_file/0024/134907/children-and-parents-media-use-and-attitudes-2018.pdf


Are you aware of what your child is reading before 
bed? No online devices in bedroom please!



Children’s Digital Playground

What do children do online?

● Use educational apps to 
support learning

● Online search engines 
● Watching videos on YouTube
● Playing online games - are they 

age appropriate?
● Older children might be using 

Tik Tok



Do you know all the ways that people communicate online?

• E-mail

• Whatsapp messaging, texting

• Instant Messaging

• Facebook 

• X - formerly known as Twitter

• Blogging  /  Vlogging

• Verbal / Text Communication through online gaming

• Skype / FaceTime / Instagram / Whatsapp / TikTok

• Exchange images / video clips by phone such as Snapchat

• Upload images / video to an online space like YouTube

• Comments on posts/updates/photos

• Home devices like Amazon Echo / Google Home



The minimum age to open an account on 
Facebook, Twitter, Instagram, Pinterest, 
TikTok, Tumblr and Snapchat is 13.
For Whatsapp, it’s 16. 

YouTube requires account holders to be 
18, but a 13 year old can sign up with a 
parent’s permission.  

What are the Age Limits 
on Social Media?



Social Media sites for kids

These are aimed at children.
However, they’re not 100% 
safe. Please ensure your 
children are accessing 
technology in front of you, 
always. 



Sharing Photos

Remind your child that it 
can be dangerous to 
share photos online. 
Anyone can get access 
to online photos. This 
could lead a stranger to 
identifying which school 
your child attends. 



RISKS OF LOCATION SERVICES

This can be great for 
parents but a risk too…

• Target for street robbery

• Share location unknowingly

• Photos have locations 
attached

• Photos/Videos can be shared 



• ALL images sent on any device can be captured!

• Video conferencing can be captured!

• Take images / video on a Smartphone

• Sent to friend and then shared widely - risk of children being bullied

• Shared on Internet which puts children at risk

• Stolen from social network sites

Website images / Video stream



TIPS WHEN GIVING CHILDREN 
A MOBILE PHONE

• Allow your child to have a mobile phone when it is needed such as if they’re leaving 

the house alone or when they are starting secondary school 

•  Check what functions the mobile phone has before buying – Internet, private 

messaging, built in applications e.g. Location services. 

•  Ensure you have set parental controls where required – talk to the service provider 

• Do not allow mobiles in the bedroom at night; insist that they need to be charged 

overnight in your bedroom or the kitchen. 



GAMING

Multiplayer Online Role Playing Game



PEGI (The Pan-European Game Information age rating system) was established in 
2003 to help European parents make informed choices 

PEGI RATINGS



Although these games are marketed to be the 
‘coolest’ games out there, they are not suitable for 
primary aged children.



Do you know who you’re really talking to 
online? Know the dangers, your children 

could be at risk. 

Someone who tells you “she” is a  
teenager could turn out to be a 40-year 

old man posing as a teenager!



CHILDREN NEED TO TAKE RESPONSIBILITY 
FOR WHAT THEY ARE PLAYING ONLINE…

• Always check a game’s PEGI rating and content 

warnings to see if it is suitable for you to play. 

• If unsure then ask your parents or teacher about it and 

discuss whether you should be playing the game or 

not.

• Check how long you are playing games and at what 

times. 

• Don’t play a game just because you hear everyone else 

is playing it. Always ask your parent or teacher…

• There are plenty of games out there with an age- 

appropriate PEGI rating…



Plenty of good games rated 3 & 7



TOP TIPS FOR ONLINE SAFETY

•Ensure your children are accessing ALL devices in a 

family space. 

•Ask your children which sites they are using

•Tell your child to NEVER meet someone in person 

who they’ve met in the cyber world. 

•Ensure your child NEVER gives out any personal 

information. 

•Set parental controls for ALL devices. 

•Set time limits on how long they use technology. 

Allow ample screen-free time before bedtime



Don’t be a Cyber Bully!
Just like there are bullies in the real world, there are bullies in 
the cyber world.  The words you say online can hurt just as bad 
as being physically hurt.

In the Real world vs the Cyber world, a bully 
uses intimidation as their favorite tool.



CYBER-BULLYING





What stops children
from telling someone they are being cyberbullied?

• Some children might not be sure if they are being bullied online. 

• They might feel worried about telling an adult, they might not be 

believed or get into trouble. 

• Some children might feel that they will bullied even more by telling 

someone

•  They worry that they might get ALL devices taken away from them and 

no access

• Encourage your children that they MUST tell someone and not feel 

worried, we are here to help them and they are not alone.





GUIDANCE FOR PARENTS

ChildNet

CEOP

NSPCC

Childline 

UNICEF

ThinkuKnow

UK Safer Internet Centre

Internet Matters

School Website 

National Online Safety

Police



• ChildNet https://www.childnet.com/ 

• CEOP https://www.ceop.police.uk/Safety-Centre/ 

• NSPCC https://www.nspcc.org.uk/keeping-children-safe/online-safety/ 

• Childline https://www.childline.org.uk/ 

• ThinkuKnow https://www.thinkuknow.co.uk/ 

• UK Safer Internet Centre https://saferinternet.org.uk/ 

• Internet Matters https://www.internetmatters.org/ 

• UNICEF https://www.unicef.org/end-violence/how-to-stop-cyberbullying 

Links to Online Safety support sites

https://www.childnet.com/
https://www.ceop.police.uk/Safety-Centre/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/
https://www.childline.org.uk/
https://www.thinkuknow.co.uk/
https://saferinternet.org.uk/
https://www.internetmatters.org/
https://www.unicef.org/end-violence/how-to-stop-cyberbullying


How can you help your children?

• Engage with your children and find 
out what they are doing online. 

• Ensure you have installed child-safe 
internet filtering - ask your internet 
service provider

• Schedule times of when your child 
can use the technology

• Be open-minded and adapt to 
technology as it evolves

• Ask the school for advice. 

• Network with other parents 



Guidance 
for 

children• Self-image & Identity
• Online Relationships
• Online Reputation 
• Online Bullying 
• Managing Online Information
• Privacy & Security
• Copyright & Ownership 
• Gaming

https://www.thinkuknow.co.uk/parents/articles/band-runner/
https://www.childnet.com/resources/smartie-the-penguin/
https://www.thinkuknow.co.uk/parents/jessie-and-friends-videos/
https://www.childnet.com/resources/digiduck-stories/
https://beinternetawesome.withgoogle.com/en_us/interland


The SMART Rules



Are you following the SMART rules?

Never give your personal details out online? 

Never meet a stranger online



Remember, everything you 
put online will stay there 
forever so please talk to your 
children about the 
importance of what they are 
posting on the internet. Once 
it’s said, the web is fed!

Please make sure you are 
monitoring your child's 
online activity at all times.

Digital Footprint



Online Safety at Oakmere Primary

• Online safety topic taught within the curriculum

• Online safety information for parents and all staff

• Online safety policy 

• Online safety incidents logged within our Safeguarding systems.  

• Staff only use appropriate websites, LGfL filtering blocks inappropriate 
sites. Pupil information can only be accessed by those in the school.

●  SMART rules and Cyberbullying      

● Help posters are displayed in classrooms


